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1	Decision/action requested
SA3 is kindly requested to approve the proposed changes in clause 14.2.X.
2	References
[1]		3GPP TR 33.867		“Study on User Consent for 3GPP services”
[2]		S2-2105408			“KI#15 – User consent”
[3]		3GPP TS 23.288		“Architecture enhancements for 5G System (5GS) to support network data analytics services”
3	Rationale
It is agreed in clause 8.5.1 in TR 33.867 [1], UDM services for user consent check is concluded.
In agreed S2-2105408 [2], Nudm_SDM_Get is for user consent check usage as depicted as
“The NWDAF retrieves the user consent to data collection and usage from UDM for a user, i.e SUPI prior to collecting user data from an NF as described in clause 6.2.2.2. If a request for analytics is for “any UE”, meaning that the consumer requests analytics for all UEs registered in an area, such as a S-NSSAI or DNN or AoI, then the NWDAF resolves “any UE” into a list of SUPIs using the Namf_EventExposure service with EventId “Number of UEs served by the AMF and located in an area of interest” and retrieves user consent for each SUPI. If a request for analytics is for an Internal or External Group Id, NWDAF resolves it into a list of SUPIs and retrieves user consent for each SUPI.”

“
1. The NWDAF checks if data is to be collected for a user, i.e., SUPI or GPSI, then, depending on local policy and regulations, the NWDAF checks the user consent by retrieving the user consent information from UDM using Nudm_SDM_Get including data type "User consent”. If user consent is not granted, NWDAF does not subscribe to event exposure for events related to this user and the data collection for this SUPI or GPSI stops here.
”
The only open issues is the details of user consent parameters. The contribution proposes to use “service operation name” and “optionally inputs” to identify purpose of data progresses and “data processor ID” to identify data processor.
According to 23.288 [3], all of the network analytics services has its specific service operation name and collected data. For example, for UE mobility analytics as depicted in clause 6.7.2, the service operation name will be “Nnwdaf_AnalyticsSubscription_Subscribe” and the input of the service will be “analytics ID = UE mobility analytics”, the collected data will be fixed as depicted in clause 6.7.2.2. So, the service operation name and collected data can be convented to purpose, i.e. UE mobility analytics, and the collected data will be in clause 6.7.2.2.
Data processor ID is introduced. In case that the operator clearly indicate the data will be provideded, it can be specific legal entity ID, e.g. PLMN ID, or 3rd party ID derived from the AF ID, or in case that the operator does not clearly indicate the data processor, it can be generic, e.g. any 3rd party.
4	Detailed proposal
*************** Start of 1st Change ****************
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Editor's Note: This clause will describe the inputs and outputs relevant to check of user consent service reusing Nudm_SDM_Get services.
For user consent checking, the Nudm_SDM_Get service defined in clause 5.2.3.3.2 in TS 23.502 [2] shall be used as follows:
· “Subscription data type(s)” in “inputs, required” shall be set to “User consent”.
· “Key for each Subscription data type(s)” in “inputs, required” shall be set to SUPI or GPSI.
· “Data Sub Key(s)” in “inputs, optional” shall additionally include data processor ID.
The user consent parameters shall include the purpose of data processes (i.e. service operation name, and inputs (optional)), data processor ID (e.g. PLMN ID, 3rd party ID, any 3rd party, etc.) and user consent results (i.e. granted or not granted). 
If the Nudm_SDM_Get service is invoked with the inputs described above, the UDM shall return the stored purpose of data processes and the user consent results to the service consumer relevant to the subscription data identified by the “Subscription data type(s)”, “Key for each Subscription data type(s)” and “Data Sub Key(s)”.
*************** End of 1st Change ****************
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